**Corredur Vaden**

501-613-2751

Corredur.vaden@gmail.com

**Objective**

To provide classified cyber security support while continuing in a federal agency.

**Education**

BS in Information Science – University of Arkansas Little Rock – GPA 3.0 (Expected graduation: May 2021)

Associates in Applied - Community College of the Air Force – February 2018

**Experience**

Information System Security Officer, Arkansas Air National Guard, 189th Airlift Wing

February 2016 - Current

* Serves as a systems administrator responsible for planning, coordinating, modifying, implementing, and troubleshooting in order to meet customer needs.
* Administration of all systems, including a myriad of associated hardware platforms, software applications and numerous interfaces included in the Local Area Network (LAN).
* Serves as a technical expert on multiple operating systems, computer platforms and classification networks. Determines equipment and communications requirements and interfaces with other systems. Evaluates machine usage and develops plans for the necessary acquisition to support future automation (hardware and software) requirements.
* Analyzes, evaluates, and recommends hardware/software changes to various computer systems. Considers factors such as compatibility with standard systems, conversion or implementation costs, and impact on existing equipment. Installs, configures and tests products and equipment being reviewed.
* Develops guidelines, standard operating procedures (SOPs), bulletins and flyers regarding the operation/use of assigned systems, services, and activities. Analyzes policies, regulations, and system provisions governing standard operating systems and provides assistance and advisory services to users.
* Implements systems software changes, operating system releases and maintains the operational status of systems. Coordinates with system developers resolving hardware and/or software malfunctions.
* Performs security management in accordance with National Guard Bureau (NGB) and Air National Guard (ANG) regulations and policies. Reviews and implements local policies regarding system access, network rights, and physical access to systems and equipment.

Special Security Officer (SSO), Arkansas Air National Guard, 189th Airlift Wing

February 2018 – August 2018

* Managed day-to-day operations of the Sensitive Compartmented Information Facility (SCIF) and all SCI functions.
* Managed programs of Information Assurance, Physical Security, and Personnel Security for over.
* Perform initial security indoctrination brief for individuals eligible for top secret clearances

Client Systems Specialist, Arkansas Air National Guard, 189th Airlift Wing

June 2012 – February 2016

* Provided client-level IT support functions by applying IT network development concepts and techniques to provide computer applications, which ensured optimal functional support for users’.
* Managed and performed installations, configurations, and troubleshooting of applications, software, and peripherals of network servers.
* Provided services to end-users for operations, restorations, and configurations of information systems.
* Evaluated, detected, protected, and assisted IT activities and resources using information assurance and information assurance enabled tools
* Migrated tools with other IT functions to protect and defend IT resources.
* Provided confidentiality, integrity, and availability (CIA) by verifying IA controlling and implementing according with DoD and Air Force IA standards.
* Ensured correct administrative, physical, and technical safeguards were incorporated into new IT resources through certifications and accreditations in order to protect all resources from malicious activity.
* Planned the sequence of actions necessary to accomplish the assignment and coordinated with other outside organizational units.
* Assisted with the developments of project management controls.

Advanced Repair Agent, Best Buy, North Little Rock, Arkansas

October 2014 – December 2015

* Maintained, repaired, and serviced client technology and devices. The position required accurate thinking on-the- spot.
* Remained up-to-date of technological advances and predicting how management could meet current and future requirements.
* Over the phone support and troubleshooting, required knowledge of a wide variety of electronics.

**Skills, Certifications and Additional Duties**

Troubleshooting Customer Service

Active Directory Remedy Ticketing System

Team player HTML, CSS

CompTIA A+ Certification CompTIA Security+ Certification

Network Administrator Government Purchase Card holder Information Assurance Officer Joint Personnel Adjudications System

XACTA/eMASS Scattered Castles

TS/SCI Security Clearance Risk Framework Management
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